CITY OF SAN ANTONIO

INFORMATION TECHNOLOGY SERVICES DEPARTMENT
& SAN ANTONIO POLICE DEPARTMENT

REQUEST FOR COMPETITIVE SEALED PROPOSAL
(“RFCSP")

for
SAPD Body Worn Camera Technology Solution
RFCSP 6100005871, v3
LOG 2015-048

Release Date: April 6, 2015
Proposals Due: April 27, 2015

This solicitation has been identified as High-Profile.

Notice Regarding Prohibition on Campaign or Officeholder Contributions for Individuals

and Entities Seeking High-Profile Contracts. Under Section 2-309 of the Municipal Campaign

Finance Code, the following are prohibited from making a campaign or officeholder contribution to
any member of City Council, candidate for City Council or political action committee that
contributes to City Council elections from the 10th business day after a contract solicitation has
been released until 30 calendar days after the contract has been awarded (“black out” period):

b wWwNPE

legal signatory of a high-profile contract;

any individual seeking a high-profile contract;

any owner or officer of an entity seeking a high-profile contract;

the spouse of any of these individuals;

any attorney, lobbyist or consultant retained to assist in seeking contract.

A high-profile contract cannot be awarded to the individual or entity if a prohibited
contribution has been made by any of these individuals during the “black out” period.
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003 BACKGROUND

The San Antonio Police Department (SAPD) currently has COBAN mobile video and voice recording equipment installed
in marked patrol vehicles. This equipment has the capability to gather video evidence as a recording of officer and citizen
interaction from the perspective of the patrol vehicle. SAPD records approximately 1.5 terabytes of video evidence daily,
resulting in an average of 2.5 hours of footage with 3 gigabytes of storage required per officer, per day.

Body worn cameras are a relatively new development in policing and the subject of significant discussion in the law
enforcement and civil liberties communities. Current events across the nation have brought this issue to the forefront.

SAPD initiated a body camera feasibility test in March of 2014. During the test, six different models of body worn cameras
were evaluated based on studies conducted by the:

e U.S. Department of Justice, Office of Justice Programs, National Institute for Justice, Body-Worn
Cameras for Criminal Justice: Market Survey, March 2014

e National Institute of Justice, Police Officer Body-Worn Cameras, Assessing The Evidence, 2014

e Department of Homeland Security (DHS) March 2012 System Assessment and Validation For Emergency
Responds (SAVER) report

Each vendor provided 25 models for testing and the equipment was issued to officers from the Downtown Bike Unit and
the Westside Patrol Substation. The pilot was designed to gather data on the technology’s effects on citizen and police

behavior/accountability, evidentiary value, operation feasibility, program costs, compatibility with COBAN, and other
factors.

THE REMAINDER OF THIS PAGE LEFT BLANK INTENTIONALLY
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004 SCOPE OF SERVICE

The City of San Antonio is requesting proposals for the purchase, implementation and support of wearable body cameras
for the SAPD. No existing Body Worn Camera Systems are currently in use for SAPD. Body Worn Cameras will allow
SAPD officers to video and audio record their daily activities while on duty, and for the recordings to be preserved and
accessed by designated personnel in the SAPD. Body Worn Cameras will enhance the Department’s ability to accurately
capture events as they occur. The goal of the system is to provide for Officer's safety and to increase transparency with
citizens.

SAPD is requesting a proposal to immediately implement 251 new Body Worn Cameras. Initial deployment will be to the
Downtown Bike Patrol Unit (72 body cameras) and the Parks Police (179 body cameras). These Units have been
selected since they currently do not have video support. The Downtown Bike Patrol does not utilize patrol vehicles and
thus does not have access to the Coban in-car system. The Parks Police have not been issued Coban in-car systems,
and a majority of their operations are on foot, ATV or bicycle. In addition, the City does not issue cellular devices to
officers. Deployment of 2200 cameras to all patrol units is expected to be implemented over a 5 year period, contingent
on funding availability.

Self-contained cameras will be worn on the outside of the Officer’s uniform. Body Worn Cameras must utilize a backend
IP based retrieval system available to multiple users. The Respondent will provide a warranty for the equipment.
Applicable maintenance, upgrades and repair services must be fully described including estimated frequency thereof, and
detailed pricing. Respondents may submit alternative approaches if they believe their proposed system will meet or
exceed the capabilities described below.

SAPD desires to implement a best-practice process and solution that meets the business and technical requirements
included within this document and corresponding attachments. The scope of work includes hardware and software with
storage options.

The equipment supplied must be of new manufacture (not used or demo units), best quality, and installed in accordance
with approved recommendations of the manufacturer thereof, and must conform to the equipment specifications listed in
this RFCSP.

Services will include:

Camera
The body worn camera should:
1. Meet Military specifications (MIL-STD-810G ) or equivalent for the following:
a. Storage Temperature Range

b. Vibration
c. Thermal Shock
d. Dust

e. Solar Radiation
Provide operating temperature range specifications.
Drop Test rating of 6 ft
Be water-resistant to IPX Rating 4
Have flexible mounting options on the officer’'s uniform with a forward facing field of view:
a. Chest
b. Lapel
c. Point of view/head
d. Windshield Mount (Optional)
6. Have Video Recording Definition of 640x480 (30FPS)
7. Have Date and Time Stamp on video file
a. Be capable of recording the devices geolocation via GPS locator
8. Be able to record at least 4 hours uninterrupted of continuous recording.
9. Be able to store a total of 8 hours of video
a. Have 64GB preferred of internal memory. Enhancement.
10. Have a battery life of at least 12 hours.
11. Be able to synchronize time to an external time service.
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12.

13.
14.
15.
16.
17.
18.

19.
20.
21.
22.

23.
24,

System

Have industry standard security in place equal or greater than CJIS standards version 5.3 or later and policy
standard dated 8/4/14 for minimum camera design.

Have color video.

Have a minimum field of view of 68 degrees.

Be compatible with Windows 7.

Have USB cable computer connectivity.

Have a noise canceling internal microphone.
Have a one touch recording activation button.

a. Have Mute Functionality
b. Have Play Functionality
c. Have Resume Functionality
Have audio or visual or vibrating alert to confirm when it is turned off and on.
Have safeguards to prevent accidentally turning it on or off.
Have enhanced image quality and low-light capability to mirror the human eye.
Have the ability to be activated automatically via Department defined cue (overhead lights, vehicle door
opening, etc.).
Allow for video categorization in the field.

Each Body Worn Camera Unit must have its own unique ID that can be registered to a specific Officer (i.e. by
badge number, etc.)

The system should:

1.
2.

pw
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11.
12.
13.
14,
15.
16.

17.
18.
19.

20.

21.

Capable of handling over 2000 user/Officer accounts
Must be able to create individual user accounts with varying degrees of access
i. Administrator accounts

ii. Basic user accounts

Record at a minimum HE-AAC (High-Efficiency Advance Audio Coding) Audio Format or MP3.
Allow officer to initiate video file transfer.
Allow officer to upload through docked video transfer via auto-upload to secured evidence database.
a. Allow officer to upload through wireless video transfer via auto-upload to secured evidence database.
Enhancement
Be able to integrate with Active Directory.
Be capable of categorizing a call for service or field activity categories.
Be customizable to allow for the minimum number of days that a recording shall be retained in the system.
Have capability of at least 15 seconds of Pre-Event video buffering.

. Self-contained memory that cannot be modified or altered upon view.

a. Have solid-state memory Enhancement
Have access control that requires security permission for viewing and copying a video file.
Provide safeguards to ensure that the camera cannot record over or delete video files.
Be able to burn expired videos or copies being requested to DVD and/or other means of export.
Be a secure and tamper-proof device.
Have standard software allowing for an officer to enter additional information to an existing video recording.
Have industry standard security in place equal or greater than CJIS standards version 5.3 or later and policy
standard dated 8/4/14 for minimum camera design.
Ensure an unalterable chain-of-custody that records all access and activity of the system and video.
Be customizable to allow for Department retention schedules.
Have import, export, share, and record etc. functions for supervisory users to manage and share digital
evidence.
Include video editing software that will: Enhancement not mandatory.
a. Redact digital media.
b. Render segments of digital media.
c. Create event timelines and flags in digital media.
d. Redact documents (similar to PDF Professional editor).
Provide a minimum of 2x or double redundancy for all stored digital media and associated entries.
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Backend System
Backend System should be capable of:
1. Automatic Video transfers from Body Worn Camera Unit into Local On-Site Storage Solution and/or Vendor
Hosted Cloud Storage Solution.

2. Automatic Video transfers must be performed via multi-charging/docking stations and/or USB cable via
individual desktop computer.

a. Be RJ45 Ethernet connection.

b. USB/Multi-docking station software must have throttle control capability when connected to network
so as to not overload network pipe and allow for seamless upload and charging of captured media
and battery.

c. Minimum 256bit AES Encryption in storage and transport.

3. Video Playback Backend System.

Fast Forward and Rewind.

Fast Forward and Rewind Slow.

Advance forward and backward frame by frame.

Must have Video Screen Capture capability.

Must have Desktop Player compatibility with Windows Media Player, Quick Time, and VLC media

player.

f.  Must have the ability to digitally enhance a captured image/video without altering the original.

4. For On-Site Backend System should have a recommended Disaster Recovery or Failover strategy that allows
for periodic testing and validation.

5. Video and audio to record and export in a standard, open, non-proprietary format, including both Codec and
Container, such that it can be replayed in freely available software (e.g. VLC player) without processing
conversion.

6. Source code and encryption information to be held in escrow

PoO0oT®

Storage Options
Storage options should include but not be limited to the following recommendations:

1. Data network infrastructure for the uploading and retrieval of video data.

2. Cloud and/or Local server storage arrays and back-up storage solutions.

3. Original captured media file must not be able to be deleted or altered upon capture and upload to Local

Server Storage/Hosted Cloud Storage.
Proposed Storage Option should:
1. Include management software allowing the Department to digitally manage all uploaded evidence.

2. Include scalable storage for users to upload and download.

3. Allow for the sole ownership of digital media and associated entries to reside with the Department.

4. Cloud or Vendor hosted storage solutions should include means for COSA to recover digital media and
associated entries in a non-proprietary format. Upon termination or end of the contract

5. On-Site Storage solutions shall provide a means to export digital media and associated entries in a non-
proprietary format upon termination or end of the contract

Training
Respondent should:
1. Be prepared to offer ongoing training support for their product upon the procurement of new units for
Department
2. Ensure training is an appropriate blend of classroom instruction and hands-on practical training with the
equipment to be used
3. Ensure course content include the theory of device; the technical knowledge required for backend software
operations and actual deployment
4. Supply all technical training materials and handouts in sufficient quantities to cover the training of identified
persons.
Provide the training at a City facility
Provide Department defined, on-site user training, system migration and system installation.
Provide a minimum of 4 hours per officer training class.
Provided training to officers in such a manner that officers are competent in operating the recording device
and backend systems.

© No O
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9. For On-Site solutions provide training to System and Application Administrators in the management and
maintenance of the backend systems

10. Provide evidence that the officer has completed training and is competent in operating the recording device
and backend systems shall be maintained and turned over to the Department once completed.

11. Included in the training the Department Standard Operating Procedure (SOP) and Body camera policies for
recording

12. Ensure 100 percent of the Department’s users have been trained.

Personnel Assignments And Access

All Respondent’s, subcontractor, and other personnel assigned by the Respondent to the San Antonio Police Body Worn
Camera Project shall be apprised of and must acknowledge their responsibilities with respect to the confidentiality of
Police District and Headquarter installations, capabilities, work processes and data.

The Respondent’s staff assignments shall be subject to the San Antonio Police Department review and approval.

The San Antonio Police Department reserve the right to approve all personnel assigned to the project and to explicitly
authorize participation and facilities access for each assigned individual.

The San Antonio Police Department reserve the right to unilaterally request the replacement of any individual assigned to
the project, and the Respondent must accomplish the replacement with a person of appropriate qualification for
the assigned position in a timely manner.

All Respondent employees, subcontractors and other personnel requiring access to the San Antonio Police facilities
maybe fingerprinted and subjected to a fingerprint-based background check conducted by the San Antonio Police
Department.

THE REMAINDER OF THIS PAGE LEFT BLANK INTENTIONALLY
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004.1 BUSINESS REQUIREMENTS

A. Requirements

1. The solution must comply with the Detailed Business Requirements as outlined in “RFCSP Body Worn
Cameras — Attachment G — Detailed Business Requirements”.
The solution must comply with the Information Technology Environment Description Standards.
The proposal must include cost proposal information.
The solution must be accessible to the user 24/7 via on-site or remotely, with or without internet access.
The solution must include Active Directory Synchronization log-in functionality.

aoprprLD

B. Off-Premise vs. On-Premise Solution Costs
Provide costs estimates and options for off-premise and on-premise solutions.

Off-Premise Solution - If Vendor off-premise solution, in which users log on to the vendor's website, provide detailed
breakdown of fee schedule (monthly charges, yearly charges, extra charges, etc.) in Price Schedule, RFCSP Body
Worn Cameras — Attachment F.

On-Premise Solution - If CoSA on-premise solution, in which CoSA purchases the software and the solution runs on
CoSA hardware servers, provide detailed breakdown of recommended server size and storage requirements based
on historical data. Provide a list of all software involved and extent of license rights as requested in RFCSP Body
Worn Cameras — Attachment F.

The CoSA prefers broad license rights for all software and other technology, including perpetual, fully-paid and royalty
free use rights for commercial off the shelf (COTS) software. CoSA also strongly prefers ownership of all custom
software and interfaces. CoSA will require a source code escrow agreement where applicable.

C. Maintenance and Support

Respondent must provide a plan for post- implementation maintenance and ongoing support of the Body Worn Camera
System and related equipment, including but not limited to: Body Worn Camera Unit, USB/Docking Station unit, servers,
storage arrays, and back-up storage solution.

The plan should include details related to:

Delivery method for future upgrades and product enhancements, including frequency of upgrades.
Problem reporting and resolution procedures.

Thresholds for support limitations.

Bug fixes and patches.

Performance tunings and incremental enhancement.

On-site and on-line support.

No ogwhNRE

The plan should also address details to:

1. Provide the Department a 10 percent rolling stock for immediate replacement of inoperable units.

2. Provide telephone support (include toll-free support, hours of operation, availability of - at a minimum — 24X7
hotline, etc.).

3. Respond to all service calls within 24 hours.

4. Provide a replacement if a Body Worn Camera Unit and/or USB/Docking Station Unit or associated
equipment become inoperative within 72 hours from the date that the equipment is deemed inoperable.
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D. Replacement Plans

Respondent must propose and supply a current and supported product and certify that it is not at end of life cycle.
Should equipment or technological upgrades become available during the course of the contract, the Respondent
must provide the City the upgrade to their equipment as a replacement to the contracted product. Only equipment
and/or product models that have been satisfactorily demonstrated to the City and that have a demonstrated record of
successful deployment by other law enforcement agencies, in similar sized cities will be used.

The Replacement plan must include details related to:
1. Replacement cycle of the entire system, including but not limited to:
a. Body worn camera.
Body worn camera accessories.
System associated accessories.
System docking stations.
System software and associated software.

®ooco

E. Service Levels
Respondents must state their Service Level Agreements (SLAS) in the following areas (add any other SLAs
included with your offering):

1. Site Availability (uptime with full functionality outside scheduled maintenance periods).

2. Maximum Scheduled Downtime (e.g. scheduled maintenance outages must not exceed 6 hours per quarter,
and must not exceed 24 hours per year).

3. Video Retrieval Time must be 5 seconds or less, 99.5% of the time.

Support Request Acknowledgement Time (time to acknowledge receipt of a support request).

5. Support Request Mean Time to Resolution.

»

F. Third Party Products | Options Software
The Respondent must explicitly state the name of any third party products that Respondent would be providing, as
part of the proposed solution. Respondent must possess and demonstrate upon request that it has authorization to
transfer any rights of use and warranties for third-party products to CoSA. The Respondent will be responsible for
interacting with third party product providers, on all third-party warranty claims. The chosen Respondent will ultimately
be responsible for providing all services, rights of use, service levels and warranties on both components and the
System as a whole regardless of whether subcontractors perform certain services or provide certain technologies.

G. Expansion
In the future, CoSA may choose to expand, by amendment or other procurement process, the use of the Body Worn
Camera solution to within the agency or among other public safety agencies. Scaling this system could include the
development of additional agency specific forms. While CoSA is not seeking a proposal or cost schedules for
additional licenses from the Respondent, the City requires that respondents include a discussion of the scalability of
their system to gain an understanding of what would be required to expand the infrastructure to incorporate a larger
system across multiple agencies. The scalability of the System is therefore important to CoSA and will be evaluated,
as criteria for vendor selection.

004.2 TESTING

A testing period may be performed on the devices that meet the minimum specifications and are identified after the initial
evaluation of the Respondent’s proposed plan.

During the testing period, the San Antonio Police Department will evaluate each camera to assess in a static and fluid
environment based on the following:

Ease of Camera Use
Camera Functionality
Camera Sturdiness

Video Download Capability
Ease of Storage System

®Pooop
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f. Data Distribution Capability
g. Account Administration/Storage Rights

Successful Respondents who pass the Business Requirements evaluation criteria will be required to attend an assigned
testing date and will provide training to police officers who will test that proposer’s camera.

Successful Respondents will be required to provide the following information prior to the testing date:
a. Each Respondent must identify network connectivity/docking requirements and

preparation/delivery of equipment.
b. Each Respondent will indicate any pre set-up requirements needed from City staff or equipment required

for training.

A. On the assigned training day, each proposer will provide five working test units and training at no cost to
the City.

B. All units undergoing testing will be returned to the proposer at the proposer’s expense following the

testing and grading of the units.

THE REMAINDER OF THIS PAGE LEFT BLANK INTENTIONALLY
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005 ADDITIONAL REQUIREMENTS

Statutory Requirements. Exceptions to the following provisions and exhibits by Respondent and/or their agent will lead to
automatic disqualification of Respondent’s proposal from consideration.

Sections:

Venue, Jurisdiction and Arbitration
Intellectual Property
Undisclosed Features
Ownership and Licenses
Certifications
Acceptance Criteria (if required)

Exhibits:
Insurance Requirements
Indemnification Requirements

Venue, Jurisdiction and Arbitration. For any dispute or claim arising under the award of a contract for this proposal, venue
shall be in Bexar County, Texas, and the laws of the State of Texas shall apply. The City will not contractually agree to
engage in binding arbitration and will not contractually agree to relinquish its right to a trial by jury.

Intellectual Property. If selected, Respondent agrees to abide by the following regarding intellectual property rights:

Respondent shall pay all royalties and licensing fees. Respondent shall hold the City harmless and indemnify the City
from the payment of any royalties, damages, losses or expenses including attorney's fees for suits, claims or otherwise,
growing out of infringement or alleged infringement of copyrights, patents, trademarks, trade secrets, materials and
methods used in the project. It shall defend all suits for infringement of any Intellectual Property rights. Further, if
Respondent has reason to believe that the design, service, process or product specified is an infringement of an
Intellectual Property right, it shall promptly give such information to the City.

Upon receipt of notification that a third party claims that the program(s), hardware or both the program(s) and the
hardware or any other intellectual property infringe upon any United States or International patent, copyright or trademark,
Respondent will immediately:

Either:

Obtain, at Respondent's sole expense, the necessary license(s) or rights that would allow the City to continue using
the programs, hardware, both the programs and hardware or any other intellectual property as the case may be, or,

Alter the programs, hardware, or both the programs and hardware so that the alleged infringement is eliminated,
and

Reimburse the City for any expenses incurred by the City to implement emergency backup measures if the City is
prevented from using the programs, hardware, or both the programs and hardware while the dispute is pending.

Respondent further agrees to:

Assume the defense of any claim, suit, or proceeding brought against the City for infringement of any United States
patent, copyright, trademark or any other intellectual property rights arising from the use and/or sale of the
equipment or software under this Agreement,

Assume the expense of such defense, including costs of investigations, reasonable attorneys' fees, expert withess
fees, damages, and any other litigation-related expenses, and

Indemnify the City against any monetary damages and/or costs awarded in such suit;
Provided that:

Respondent is given sole and exclusive control of all negotiations relative to the settlement thereof, but that
Respondent agrees to consult with the City Attorney of the City during such defense or negotiations and make good
faith effort to avoid any position adverse to the interest of the City,
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The Software or the equipment is used by the City in the form, state, or condition as delivered by Respondent or as
modified without the permission of Respondent, so long as such maodification is not the source of the infringement
claim,

The liability claimed shall not have arisen out of the City's negligent act or omission, and

The City promptly provide Respondent with written notice within 15 days following the formal assertion of any claim
with respect to which the City asserts that Respondent assumes responsibility under this section.

Undisclosed Features. CONTRACTOR warrants that the code and software provided to the City of San Antonio under this
agreement does not contain any undisclosed features or functions that would impair or might impair the CITY'S use of the
equipment, code or software. Specifically, but without limiting the previous representation, CONTRACTOR warrants there
is no "Trojan Horse," lock, "time bomb," backdoor or similar routine. This Agreement shall not now nor will it hereafter be
subject to the self-help provisions of the Uniform Computer Information Transactions Act or any other law.
CONTRACTOR specifically disclaims any unilateral self-help remedies.

Ownership and Licenses.

In accordance with Texas law, Respondent acknowledges and agrees that all local government records created or
received in the transaction of official business or the creation or maintenance of which were paid for with public funds
are declared to be public property and subject to the provisions of Chapter 201 of the Texas Local Government Code
and Subchapter J, Chapter 441 of the Texas Government Code. Thus, no such local government records produced by
or on the behalf of Respondent pursuant to this Contract shall be the subject of any copyright or proprietary claim by
Respondent.

The term “local government record” as used herein shall mean any document, paper, letter, book, map, photograph,
sound or video recording, microfilm, magnetic tape, electronic medium, or other information recording medium,
regardless of physical form or characteristic and regardless of whether public access to it is open or restricted under
the laws of the state, created or received by local government or any of its officials or employees pursuant to law
including an ordinance, or in the transaction of official business.

Respondent acknowledges and agrees that all local government records, as described in herein, produced in the
course of the work required by any contract awarded pursuant to this RFCSP, will belong to and be the property of
City. Respondent, if awarded this contract, will be required to turn over to City, all such records as required by said
contract. Respondent, if awarded this contract, shall not, under any circumstances, release any records created during
the course of performance of the contract to any entity without City’s written permission, unless required to do so by a
Court of competent jurisdiction.

In accordance herewith, Respondent, if selected, agrees to comply with all applicable federal, state and local laws,
rules and regulations governing documents and ownership, access and retention thereof.

Certifications. Respondent warrants and certifies that Respondent and any other person designated to provide services

hereunder has the requisite training, license and/or certification to provide said services, and meets all competence
standards promulgated by all other authoritative bodies, as applicable to the services provided herein.

006 TERM OF CONTRACT

A contract awarded in response to this RFCSP will be for a five (5) year period. The City shall have the option to renew for
an additional three (3), one (1) year periods without additional City Council approval.
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007 PRE-SUBMITTAL CONFERENCE

A Pre-Submittal Conference will be held at 111 Soledad, Suite 1100; San Antonio, TX 78205 at 8:00 a.m., Central Time,
on Monday, April 13, 2015. Respondents are encouraged to prepare and submit their questions in writing 4 calendar
days in advance of the Pre-Submittal Conference in order to expedite the proceedings. City's responses to questions
received by this due date may be distributed at the Pre-Submittal Conference and posted with this solicitation.
Attendance at the Pre-Submittal Conference is optional, but highly encouraged.

This meeting place is accessible to disabled persons. The 111 Soledad, Suite 1100; San Antonio, TX 78205 is
wheelchair accessible. The accessible entrance is located at 111 Soledad, Riverview Towers, main entrance. Accessible
parking spaces are located at Riverview Towers parking garage. Auxiliary aids and services are available upon request.
Interpreters for the Deaf must be requested at least 48 hours prior to the meeting. For assistance, call (210) 207-7245
Voice/TTY.

Conference Bridge:

Local Dial-In Number: 210-207-8000
Toll Free Dial-In Number: 855-850-2672
Access Code: 6842

Any oral response given at the Pre-Submittal Conference that is not confirmed in writing and posted with this solicitation
shall not be official or binding on the City. Only written responses shall be official and all other forms of communication
with any officer, employee or agent of the City shall not be binding on the City. Respondents are encouraged to resubmit
their questions in writing, to the City Staff person identified in the Restrictions on Communication section, after the
conclusion of the Pre-Submittal Conference.

008 PROPOSAL REQUIREMENTS

Respondent’s Proposal shall include the following items in the following sequence, noted with the appropriate heading as
indicated below. If Respondent is proposing as a team or joint venture, provide the same information for each member of
the team or joint venture.

Respondent shall submit one original hardcopy, signed in ink, and twelve (12) hardcopies of the proposal and one (1)
compact disk (CD) also include one (1) flash drive containing an Adobe PDF version of the entire proposal in a sealed
package clearly marked with the project name, “SAPD WORN CAMERA TECHNOLOGY SOLUTION”, RFCSP 6100005871, on
the front of the package.

TABLE OF CONTENTS
PROPOSAL. Prepare and submit the Proposal based on the requirements stated in the RFCSP and include as
Attachment A.

RESPONDENT QUESTIONNAIRE. Use the Form found in this RFCSP as Attachment B.

CONTRACTS DISCLOSURE FORM. Use the Form in RFCSP Attachment C which is posted separately or
Respondent may download a copy at:

https://www.sanantonio.gov/eforms/atty/ContractsDisclosureForm.pdf.

Instructions for completing the Contracts Disclosure form:
Download form and complete all fields. All fields must be completed prior to submitting the form.
Click on the “Print” button and place the copy in your proposal as indicated in the Proposal Checklist.
LITIGATION DISCLOSURE FORM. Complete and submit the Litigation Disclosure Form, found in this RFCSP as

Attachment D. If Respondent is proposing as a team or joint venture, then all persons or entities who will be parties to
the contract (if awarded) shall complete and return this form.

SMALL BUSINESS ECONOMIC DEVELOPMENT ADVOCACY (SBEDA) PROGRAM FORM(S). Complete, sign and
submit any and all SBEDA form(s), found in this RFCSP as Attachment E.
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PRICING SCHEDULE. Use the Pricing Schedule that is found in this RFCSP as Attachment F.

BUSINESS REQUIREMENTS-ADDITIONAL PROJECT DOCUMENTS. Complete and return as Attachment G.

SIGNATURE PAGE. Respondent must complete, sign and submit the Signature Page found in this RFCSP as
Attachment H. The Signature Page must be signed by a person, or persons, authorized to bind the entity, or entities,
submitting the proposal. Proposals signed by a person other than an officer of a corporate respondent or partner of
partnership respondent shall be accompanied by evidence of authority.

VOSBPP TRACKING FORM.
Complete and return as Attachment I.

PROPOSAL CHECKLIST. Complete and submit the Proposal Checklist found in this RFCSP as Attachment J.

PROOF OF INSURABILITY. Submit a letter from insurance provider stating provider's commitment to insure the
Respondent for the types of coverages and at the levels specified in this RFCSP if awarded a contract in response to
this RFCSP. Respondent shall also submit a copy of their current insurance certificate. Exhibit 1.

FINANCIAL INFORMATION. Due to the anticipated investment and length of resultant contract between the parties,
audited financial statements are preferred. In the event audited financial statements are not available, state the reason
why. If audited financial statements are not available, respondents may submit other financial statement(s) or
documentation, such as a Trial Balance Income Statement along with the most recent Annual Tax Submission, that
validates and ensures the long term financial viability of the organization. Failure to provide requested information may
impact your firm’s final score.

Respondent is expected to examine this RFCSP carefully, understand the terms and conditions for providing the services
listed herein and respond completely. FAILURE TO COMPLETE AND PROVIDE ANY OF THESE PROPOSAL
REQUIREMENTS MAY RESULT IN THE RESPONDENT'S PROPOSAL BEING DEEMED NON-RESPONSIVE AND
THEREFORE DISQUALIFIED FROM CONSIDERATION.

009 CHANGES TO RFCSP

Changes to the RFCSP, made prior to the due date for proposals shall be made directly to the original RFCSP. Changes
are captured by creating a replacement version each time the RFCSP is changed. It is Respondent’s responsibility to
check for new versions until the proposal due date. City will assume that all proposals received are based on the final
version of the RFCSP as it exists on the day proposals are due.

No oral statement of any person shall modify or otherwise change or affect the terms, conditions or specifications stated in
the RFCSP.

010 SUBMISSION OF PROPOSALS

Proposals shall be submitted in hard copy format.

Submission of Hard Copy Proposals.

Respondent shall submit one original hardcopy, signed in ink, and twelve (12) hardcopies of the proposal and one (1)
compact disk (CD) also include one (1) flash drive containing an Adobe PDF version of the entire proposal in a sealed
package clearly marked with the project name, “SAPD WORN CAMERA TECHNOLOGY SOLUTION”, RFCSP 6100005871, on
the front of the package.

Proposals must be received in the City Clerk's Office no later than 2:00 p.m., Central Time, on Monday, April 27, 2015
at the address below. Any proposal or modification received after this time shall not be considered, and will be
returned, unopened to the Respondent. Respondents should note that delivery to the P.O. Box address in a timely
manner does not guarantee its receipt in the City Clerk's Office by the deadline for submission. Therefore,
Respondents should strive for early submission to avoid the possibility of rejection for late arrival.
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Mailing Address:

City Clerk’s Office

Attn: IT Procurement Office (Finance Department)
P.O. Box 839966

San Antonio, Texas 78283-3966

Physical Address:

City Clerk’s Office

Attn: IT Procurement Office (Finance Department)
100 Military Plaza

2nd Floor, City Hall San Antonio, Texas 78205

Proposals sent by facsimile or email will not be accepted.

Proposal Format. Each proposal shall be typewritten, single spaced and submitted on 8 %" x 11" white paper. If
submitting a hard copy, place proposal inside a three ring binder or other securely bound fashion. The use of recycled
paper and materials is encouraged. Unnecessarily elaborate brochures, artwork, bindings, visual aides, expensive paper
or other materials beyond that sufficient to present a complete and effective submission are not required. Font size shall
be no less than 12-point type. All pages shall be numbered and, in the case of hard copy submissions, printed two-sided.
Margins shall be no less than 1” around the perimeter of each page. A proposal response to RFCSP Attachment B —
Respondent Questionnaire form may not exceed twenty-five (25) pages in length. Websites, or URLs shall not be
submitted in lieu of the printed proposal. Each proposal must include the sections and attachments in the sequence listed
in the RFCSP Section 008, Proposal Requirements, and each section and attachment must be indexed and, for hard copy
submissions, divided by tabs and indexed in a Table of Contents page. For electronic submissions, on a CD and Flash
Drive, each separate section should be attached as a separate file. Failure to meet the above conditions may result in
disqualification of the proposal or may negatively affect scoring.

Correct Legal Name.

Respondents who submit proposals to this RFCSP shall correctly state the true and correct name of the individual,
proprietorship, corporation, and /or partnership (clearly identifying the responsible general partner and all other
partners who would be associated with the contract, if any). No nicknames, abbreviations (unless part of the legal
title), shortened or short-hand, or local "handles" will be accepted in lieu of the full, true and correct legal name of the
entity. These names shall comport exactly with the corporate and franchise records of the Texas Secretary of State
and Texas Comptroller of Public Accounts. Individuals and proprietorships, if operating under other than an individual
name, shall match with exact Assumed Name filings. Corporate Respondents and limited liability company
Respondents shall include the 11-digit Comptroller's Taxpayer Number on the Respondent Questionnaire form found
in this RFCSP as Attachment B.

If an entity is found to have incorrectly or incompletely stated its name or failed to fully reveal its identity on the General
Information form, the Chief of Police and the Chief Technology Officer shall have the discretion, at any point in the
contracting process, to suspend consideration of the proposal.

Firm Offer. All provisions in Respondent’s proposal, including any estimated or projected costs, shall remain valid for
one-hundred and eighty days (180) following the deadline date for submissions or, if a proposal is accepted, throughout
the entire term of the contract.

Change Orders. In order to comply with Texas law governing purchases made by municipalities, the following rules shall
govern all change orders made under this cont